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Critical Infrastructure — Main Threats
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Lower Energy Higher Reliability More Devices



Ma.o
jor Threats in 5G Net
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Large-Scale
Adoption of Work-
From-Home (WFH)

Technologies

Heightened Activity
on Customer-Facing
Networks

Greater Use of Use of Personal
Online Services Devices and Email
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@lﬂl National Grade Challenges Require National Grade Solutions

=sTechnology

= Methodology

=Constant Innovation

=Cooperation (national and international)

=Capacity Build-up and Maintenance
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Iﬂl The Real Challenge

Cyber Security Business Continuity
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@[ﬂl IAl - a Gate to Israel’s Cyber Eco-System and Innovation

= |Al leads the best and finest of Israel’s cyber eco-system & Innovation
= Reducing the risk of choosing novel technology and dealing with start-ups
= |C3 - Israeli Cyber Companies Consortium — National Cyber Solutions

= |AC3 — Israeli Aviation Cyber Companies Consortium
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Cybersecurity at the National Level

ANARENESS
PROGRAM

Awareness Base-Line Solutions for Predictive Protecting Procedures and
Security Remote work Analytics Critical Playbooks
& services Infrastructures

Situational Awareness Advanced IR Capabilities Information Sharing

A Balance Between Cybersecurity and Business Continuity



Iﬂl Take-Aways

An Eco-system solution

= Advanced Cyber threats
= Built-in vulnerabilities

= Need in collaborative approach & advanced capabilities

A Balance Between Cybersecurity & Business Continuity

ELTA Systems Ltd.



THANK YOU
STAY SAFE & HEALTHY




