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Who are we?
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ESDC Objectives (1)

 to further enhance the common European security and defence culture within CSDP;

 to promote a better understanding of CSDP as an essential part of CFSP;

 to support civilian crisis management in the field of conflict prevention, and establishing or
preserving the conditions necessary for sustainable development;

 to provide Union instances and MS with knowledgeable personnel familiar with EU policies,
institutions, procedures and best practices in the field of Cyber Security and Defence

 to provide CSDP M&Os personnel with a common understanding of functioning principles
and a sense of common European identity;

>>>
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ESDC Objectives (2)

 to provide training responding to training needs of CSDP Missions and Operations;

 to support EU partnerships in the field of CSDP / CFSP with those countries participating in CSDP
missions;

 to help promote professional relations and contacts among participants in ESDC training
activities;

 to promote the European Initiative for the Exchange of Young Officers.

 support the CivCom / EU CTG by administering and managing the travel and accommodation
costs related to the activities of the CCT'.
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Who are we?
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ESDC Administrative Structure
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E-Learning

Residential

ESDC Ecosystem
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Executive Academic Board Configurations
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EAB Configurations
Working Group on Missions and Operations Training (WG-MOT)
https://esdc.europa.eu/working-group-on-csdp-missions-and-operations-training-wg-mot/

Working Group on Security Sector Reform (WG-SSR)
https://esdc.europa.eu/security-sector-reform-ssr/

Sectoral Qualification Framework for the Military Officer Profession (SQF MILOF)
https://esdc.europa.eu/sqf-milof/

Doc School on CSDP
https://esdc.europa.eu/doctoral-school/

EMILYO
https://esdc.europa.eu/military-erasmus/

EAB.CYBER
https://esdc.europa.eu/eab-cyber/
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ESDC training cycle

STAGE

2

STAGE

1

STAGE

5

STAGE

3

STAGE

4

PLAN DO

CHECK

ACT

Training
design

Identify 
learning needs Training

delivery

Training
Evaluation

Curricula
revision

Quality focused
training cycle



SLIDE 11

>53 different training courses
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ESDC flourishes…
Number of ESDC Activities
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Increased support to M&Os

ESDC focuses on:
the training of experts engaged 

in missions and operations
pre-deployment training (PDT), 

including for contracted staff

Training Cycle 

9 PDTs per year organized 
by the ESDC
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189 Members:
175 full members + 14 ANM The purpose of this 

graphic is only to visualize 
the ESDC network.
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ESDC using synergies
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ESDC integrated approach

RANGE OF EU OPTIONS

Diplomatic
actions

Economic
sanctions

CSDP
activity

Development
aid

JHA, TRADE,
CLIMA, ...

Conflict
prevention
measures

Humanitarian
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Political Framework for a Crisis Approach

Political context
• What the crisis is (incl. conflict analysis)
• Why the EU should act
• Instruments available, and best suited

Conclusion
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Any questions
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Thank you!

Giuseppe ZUFFANTI, Training Manager (Cyber), Cyber ETEE
Email : giuseppe.zuffanti@eeas.europa.eu - ESDC-CYBER-ETEE@eeas.europa.eu


